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| מפגש ראשון:  הקדמה: מבוא לתורת ההגנה בסייבר, מטרת המסמך ותחולה.  שלב 1 :״על מה להגן?״ –תהליך איתור ומיפוי נכסים/תהליכים עסקיים, הרגישים לפגיעת סייבר.  שלב 2 :״כמה משפיע על יעדי הארגון?״ – בחינת תהליך הבנת ההשפעה של פגיעת סייבר בנכסים/בתהליכים עסקיים על הארגון באמצעות מענה על שאלון ערכיות ובהתאם קביעת שיוך הארגון לקטגוריה א' או ב' .  שלב 3 :״כיצד נכון להגן?״ – בחינת התאמת יעדי הבקרה, מתוך הבנת הערכיות שבשלב הקודם נגזרות הבקרות הנדרשות למימוש. |
| מפגש שני:  שלב 4 :״רצוי מול מצוי״ – בחינת תהליך איתור פערי הגנה קיימים כיום ביחס לבקרות הנדרשות.  שלב 5 :״בניית תכנית עבודה״ – בחינת תכנית העבודה להעלאת רמת ההגנה. |